**From:** Telstra Security Operations

**To:** <nbn Team> (nbn@email.com)

**Subject:** Multiple bypasses detected in your network.

—

**Body:**

Hello nbn Team,

At **03:16:54 PM on March 20, 2022**, the **nbn.external.network** experienced multiple security bypass attempts until **03:21:00 PM**. This issue is related to a known security vulnerability in **Spring Framework**, identified as **CVE-2022-22965**, also known as **Spring4Shell**. This vulnerability allows remote attackers to execute malicious code on affected systems.

We are currently monitoring the situation and will get back to you for further details.

For any questions or issues, don’t hesitate to reach out to us.

Kind regards,

Telstra Security Operations